FPI USER REQUEST FORM INSTRUCTIONS

USER INFORMATION
FPI USER ID:  Consists of the first seven characters of the user’s last name and the first character of the person’s first name.  If there are less than seven characters in the last name, then it would be the full last name and the first character of the first name.

FPI Password:  Fill in the password you would like the user to have.  If you do not fill in a password, one will be assigned.

Full Name:  Fill in the user’s full first and last name.  This is how it will print on SF52’s.

Org Component(s):  These blocks determine what employee records the user will have access to in the FPIs.  Each block corresponds to the 17 characters that are input in the DIN JBM in DCPDS.  Example:  If you want the user to be able to have access to all the records for Fort McPherson, you would enter only the CPO ID of DV.  If you wanted to further narrow down the user’s access to records at Fort McPherson in FORCES command only, you would enter DVFC.  This code can be taken all the way down to the organizational level.  If the user needs access to more than one organization element you need to fill in the 2nd Org Component for the next organization, and the 3rd, etc.

Report Group Code:  This block determines what records a user can get reports on.  It is based on the inbox structure.  You would enter the inbox structure that would allow the user to get reports for their inbox, and those that fall below theirs.  EXAMPLE:  The user is a team leader and wants reports on all in-boxes below her.  This team leader wants all the specialists below her to see reports for only their own actions.  The team leader’s account would have the report group code listed below for the Team Leader.  Each of the specialist’s accounts would have the report group code you see listed below for them.  


IN BOX NAME
REPORT GROUP CODE
Team Leader:               SE_MCP_PAC_LDR
SE_MCP_PAC_%

Specialist on team:       SE_MCP_PAC_SMITH
SE_MCP_PAC_SMITH%

Specialist on team:       SE_MCP_PAC_JONES
SE_MCP_PAC_JONES%

Specialist on team:       SE_MCP_PAC_WILLIAMS
SE_MCP_PAC_WILLIAMS%

Default Printer Name:  Enter the exact name of the printer that is configured in UNIX (Xvision/Exceed users)  or that is attached to the users computer (for managers using CDE Runtime) that this person will be using by default

INBOX GROUP INFORMATION:
Inbox Name:  The first three characters will always begin with SE_.  The next 3 characters consist of the letters assigned to each installation below.  The next set of letters may be locally but should end with the user’s last name.

Anniston CPAC - ANN 
Gordon CPAC- GOR
Mobile Corp CPAC - CMO

Atlanta Corp CPAC - CAT 
Jackson CPAC - JAC
Monroe CPAC - MON

Benning CPAC - BEN
Jacksonville Corp CPAC - CJV
Rucker CPAC - RUC

Bragg CPAC - BRG 
Lee CPAC - LEE
Savannah Corp CPAC - CSV

Charleston Corp CPAC - CCH 
McClellen CPAC - MCL
SECPOC - POC 

Eustis CPAC - EUS 
McPherson CPAC - MCP
Sunny Point CPAC - SNP 



Wilmington Corp CPAC - CWL

E-Mail Address:  Enter the user’s full E-Mail address.

Access:  Check which FPIs you wish the user to have access to.  If you are setting up a TRAIN account, you will need to also fill out the TRAIN Request form since there are many more pieces of information needed to set up TRAIN accounts.
Type of User:  Check which type of user this account is for.  Only one may be checked.  If a CPAC or CPOC user is also a supervisor and will be responsible for creating SF52s as a manager,  and will be processing SF52s as a CPAC or CPOC user, they will have to have two separate accounts set up.  In this case, you will need to submit two separate requests, one as a manager and one as a CPAC or CPOC user.  Both accounts may share the same inbox.

PERSACT Capabilities:  Check which capabilities you want the user to have.  Managers, RM and CPAC users cannot have Input NOA, Submit or Close capabilities.  Managers who request and authorize SF52s need to have create, view, edit, delete, and print capabilities.  CPAC users should have view, edit, and print capabilities.  CPOC users should have view, edit, and print capabilities and then depending on their position, one or all of input NOA, submit, and/or close capabilities.  All must have the route to capability.    
Signatures:  Check “REQUEST” if this user has the authority to request an SF52.  Check “AUTHORIZE” if this user has the authority to authorize SF52s.  Check “SF52 APPROVER” only if you are a CPOC user authorized to approve SF52s.  Check “SF50 APPROVER” only if you are a CPOC user who has been authorized to approve SF50s.

Access Code:  If any of the blocks under the “Signatures” category above have been checked, you must establish a password to carry out these functions.  This password can be the same one as the user’s FPI password, or it can be different.

Intials:  Fill in the users initials. 

Title:  Fill in the user’s job title.  If this individual will be an approving authority, the title entered in this field will be the title that will print on an SF-52.

COREDOC Capabilities:  Enter a M for a Manager account or a C for a CPAC or CPOC account if the user will have COREDOC access.

CPO ID:  Enter the 2 digit DCPDS CPO ID this person’s record is under. 




