POSITION:    SECURITY ASSISTANT, GS-0086-08





0  1  2  3  4	1.	Serves as primary point-of-contact to provide technical


		guidance, advice and assistant on personnel security 


		actions.


0  1  2  3  4	2.	Interprets regulations, rules, guidelines and other procedural 


		instructions pertaining to personnel security.


0  1  2  3  4	3.	Review Military Personnel Records Jackets to determine


		eligibility for security clearance/access, and extract 


		information pertaining to access/eligibility.


0  1  2  3  4	4.	Determine eligibility for levy assignments as pertains to


		security clearance/access requirements.


0  1  2  3  4	5.	Prepare and issue status determination of access/clearance.


0  1  2  3  4	6.	Provide technical direction and assistance on actions


		requiring reports to Central Clearance Facility (CCF) 


		on derogatory information on assigned personnel.


0  1  2  3  4	7.	Provide technical direction and assistance to units/S2’s on


		requests to CCF via DA 5247 on personnel who require a


		clearance.


0  1  2  3  4	8.	Conduct annual Command Security Inspections and 


		outbriefs.


0  1  2  3  4	9.	Conduct training for units upon request on processing DA


		5247/5248, CCF correspondence and security regulations


		affecting clearance requirements.


0  1  2  3  4	10.	Reviews Personnel Security Investigation (PSI) packets


		for forwarding to CCF for special inquiries.


0  1  2  3  4	11.	Conduct local files checks, contact country records office, 


		district courts, and municipal courts for verification of


		disposition of special cases of concern to CCF in order 


		to resolve cases.


0  1  2  3  4	12.	Provide briefings to individuals/S2’s on legal documentation 


		of “due process” in handling special case reviews.


0  1  2  3  4	13.	Establish, manage, and review suspense actions for units


		services, ensuring that written or telephonic reminders are


		provided.


0  1  2  3  4	14.	Take classifiable fingerprints and completes FD 258


		(Fingerprint Card).


0  1  2  3  4	15.	Extract required information from SIDPERS database and 


		utilize the Installation Personnel Database computer system


		on an as-needed basis.


0  1  2  3  4	16.	Receive and determine visit request notices from defense 


		contractors for employees who require access to classified 


  		military information (CMI) at Fort Hood.


0  1  2  3  4	17.	Utilize the Security Interface System to extract information


		regarding clearances and eligibility of individuals for access


		to classified military information.


